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We welcome evidence-based responses to the questions posed by the Joint Regulatory Oversight Committee (Committee). Please complete your responses in Word. 

Written submissions will not be attributed to you, your firm or association and will be presented in any report on an anonymous basis unless otherwise requested by the contributor. 

Please indicate above if you are happy for your submission to be shared with Committee members.  If appropriate, please provide a non-confidential version for sharing.

Please focus your responses on those questions for which you have relevant evidence. It is not necessary for you to respond to all of the questions.  

Please note the deadline for the written submissions by close of business on Wednesday, 23/11/2022


Section 1 - What do we need more evidence on ?

[bookmark: _Hlk118447542]QUESTION 1.1
Primary research with consumers and businesses, with a particular focus on vulnerable customers and small businesses, to explore key issues in relation to trust, consumer behaviour, understanding and awareness of Open Banking. What questions should be included? Who could deliver this and what are the best methods to follow (e.g., survey, focus groups)?
[bookmark: _Hlk118450026]Response



QUESTION 1.2
In relation to API availability and performance, including down time, response time, reasons for API failures, etc. What metrics and from whom should data in relation to conversion rates/consent success rates/ failed journeys be collected, to ensure a consistent picture across the ecosystem? How should this be operationalised, including who should take this forward, in the short-term and on an ongoing basis as open banking+ develops? Should this insight be shared across ecosystem and what is the best way to do this?
Response

Section 2 - What can we do in the short-term?[footnoteRef:2] [2:  “Short-term” is defined as 12- 18 months] 


[bookmark: _Hlk118447720]QUESTION 2.1 
Should TPPs and non CMA9 ASPSPs be required to adhere to the Customer Experience Guidelines/the rest of the Open Banking Standard? What are the costs to TPPs/non CMA9 ASPSPs to implement this?  What are the pros and cons and what are the mechanisms for delivery?

Response




[bookmark: _Hlk118447816]QUESTION 2.1
To build trust and a broader understanding of open banking, what are the key aligned messages that all participants in the ecosystem should provide throughout the user journey when consumers and business are opting for Open Banking services, e.g., when users are providing consent or initiating a payment? Should there be consistent messages on safety of data and connection? What are the costs and benefits?

Response




[bookmark: _Hlk118447843]QUESTION 2.2
What use cases cannot operate without a dispute resolution system? Does this system have to be centralised or can it be decentralised and located in multiple places, depending on the use case and the functions that should be supported by the system? Why or why not?

Response




[bookmark: _Hlk118447868]QUESTION 2.3
In terms of information sharing in times of crisis (e.g., a significant breach), should the future entity or another actor assume the role of a facilitator and coordinate necessary information sharing and any necessary remediation across ecosystem? What detailed information should be shared?

Response



[bookmark: _Hlk118447913]QUESTION 2.4
Under the current standards, what are the fields / guidance that is currently optional should be adopted by all ASPSPs? And what information should TPPs pass on to ASPSPs that they are not obliged to today?

Response



QUESTION 2.5
For response messages and error codes, the lack of granular error information was mentioned as a concern by many TPPs in Sprint 1. 
a) TPPs and TSPs: please provide details of the priority additional data you would like to see, and when?
b) All participants: are there any challenges to implementation (e.g., timelines, costs)?

Response



QUESTION 2.6
Enhancing transparency for end users emerged as a priority from Sprint 1. Which of the following options do you prefer to ensure that end users are clear on who they are paying or sharing data with:
a) Keep existing software statement model - no change needed
b) Enhance existing software statement model to reduce barriers, for example by ensuring correct completion
c) Move to identification of parties in consent flow
In your answer, please provide implementation considerations, including timescales and potential costs, and any required regulatory intervention.

Response




Section 3 - What are the longer-term[footnoteRef:3] changes ? [3:  “Long-term” is defined as 18+ months ] 


[bookmark: _Hlk118448340]QUESTION 3.1
How would the implementation of delegated authentication improve consumer outcomes? What structure would need to be in place to support the delivery of this, if this were to be prioritised? What does it mean in terms of liability arrangement? What are the use cases that will benefit from delegated authentication and what are the barriers and costs to implementation? Please consider international examples that could be a good reference point.
Response




[bookmark: _Hlk118449399]QUESTION 3.2 
Multilateral agreements – Different options were proposed by members, in particular in relation to the degree of regulatory intervention needed to enable multilateral agreements and commercial solutions to take off. If regulatory intervention is advocated, should an approach such as the one adopted in Australia be considered where regulation provides high level principles for multilateral agreements to be followed? What are the pros and cons of your proposed model? 
Response


[bookmark: _Hlk118449433]QUESTION 3.3
We have received feedback from Sprint 1 and directly that a single AIS/PIS authentication could improve customer experience. Do you agree and what are the key considerations, including costs and challenges to implementation?

Response




[bookmark: _Hlk118449674]QUESTION 3.4
What changes would need to take place to enable multiple authentications for SMEs, and what use cases would this support?

Response




Section 4 - Which actor(s), including the Future Entity, should play a role in operationalising the items outlined (in Sections 1-3)?

QUESTION 4.1
What is the role of the future entity in supporting ongoing evidence collection (outlined in section 1) and the delivery of any of the changes highlighted under the short term and long term categories (sections 2 & 3)?

Response




[bookmark: _Hlk118449763]QUESTION 4.2
Where will regulatory and legislative changes be required in supporting the delivery of the proposed solutions? In what other ways can JROC facilitate progress, e.g., roundtable, industry sprints?

Response




QUESTION 4.3

What in your view are the top 3 short-term priorities and top 3 longer-term priorities to be addressed in a roadmap for the future development of open banking+?

Response





QUESTION 4.4
Should the future entity assume the role of a central standard setting body to develop, maintain and monitor future open banking standards or do more/less? If not the future entity, whom? How is competition best ensured?

Response





QUESTION 4.5
How should a central standards body be funded, for example tiered membership, regulatory levy, annual fees or a pay-for-use model? Should fees be based on market size, API numbers, customer base or other metrics?

Response



QUESTION 4.6
We received several responses regarding the way in which trust services (currently the OBIE Directory, including provision of certificates and NCA/FCA permissions checking). Which model of delivery do you prefer: 
i) a single centralised model
ii)  ii) a federated model, whereby certificates can be provided by approved actors, or
iii)  iii) another option (please explain).
 Please explain your reasoning e.g., evidence from other jurisdictions. 

Response



QUESTION 4.7
To deliver the vision of open banking+, what other functions should a future entity carry out (if any), apart from concerning standards setting and trust services? (e.g., development of multilateral frameworks, monitoring, participant support, ecosystem development and promotion). How should these be funded?

Response




ADDITIONAL COMMENTARY: 
Please add additional commentary if there are topics which respondents feel would warrant consideration by the Committee.  Please provide rationale and evidence.

Response







APPENDIX – SUPPORTING EVIDENCE DATA STRATEGY SPRINT 2

Where you wish to provide supporting evidence, please embed these or provide the links to them below. Please do not email them as attachments.


SWG - Strategic Working Group 
Questions for SWG Ecosystem Strategy Sprint 2 (set by the Committee)
Email:swgsecretariat@openbanking.org.uk
CONFIDENTIAL

